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Transferring responsibility for some aspect of operations (IT or Business) 

to a private third party who will deliver that as a service 

 

 

Application Management Outsourcing (AMO) 

• Provider hosted and maintained business processes and services  

• Customer manages service provider performance and outcomes 

Business Process Outsourcing (BPO) 

• Buying a business outcome  

• Service Level Agreement driven by business outcomes 
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Multi-Year Engagements with upfront costs spread over a multi-year  

contract reduces cost and establishes cost certainty 

 

Managed services defined 



AMO allows you to purchase only the services you need  

Based on your challenges and the operating model, a qualified 

provider assembles services to right-size the solution to your needs. 

Client x Service Offering 

Standard Maintenance 

  Custom Code 

  Maintenance 

 
(Existing  

and/or  

New)  

Unspecified 

Discretionary 

Hours 
 

(e.g. Consulting, Training, 

Custom Enhancements, etc.) 

Production 

Management 

 
    (1st Level 

   with 

   Availability 

    SLA’s) 

(Onsite  

Planning and/or  

Test Execution) 

Project/Quality 

Assurance 

Application of 

Release,  

Fix Packs, 

and/or 

Enhancements 

Business  

Continuity &  

Disaster 

Recovery 

Challenge - 
Creation and 

management of 

enhancements 

Challenge –  
Timely 

integration of 

corrections and 

new 

functionality 

Challenge – 
Risk of 

disruption to 

application 

availability 

Challenge –  
Operational 

risks or 

maintenance of 

technical staff  

Onsite 

Services 
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Managed Services provide high value outcomes at 

a lower cost 
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Cost Predictability 

and Visibility 

• Lower cost 

• Committed service levels 

that are aligned to 

IT/business needs 

• Predictable, fixed level of 

spend 

• Increased visibility through 

service reporting supports 

ongoing assessment 

• Payment options can defer 

initial investment cost and 

align spending with benefits 

 

• Expedite defect resolution 

and reduce backlogs 

• Improve availability 

• Best use of aggregate 

industry talent 

• Eliminates reliance on few 

personnel and challenges 

of staff redundancy 

• Flexible and adaptable to 

changing client needs 

 

• Internal staff available for 

redeployment on value-

creating projects 

• Risk mitigation through 

singular, consolidated 

accountability 

• Responsive access to 

product thought leadership 

• Alignment of IT and 

business priorities 

• Allows client senior 

management to stay 

strategically focused 

 

Application Stability  

and Reliability 

Management and 

Governance 



What are the benefits of undertaking a managed 

services implementation? 
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Benefits Explanation 

Defers Spend 
One time costs for hardware, software, and services can be 

amortized over the contract term, reducing overlapping spend 

Reduces Schedule Risk 
The only IT dependency still remaining is the initial technical 

knowledge transfer at the outset of the engagement 

Mitigates Staffing 

 Constraints 

Current client staff remain focused on maintaining the existing 

system while the implementation is underway 

Leverages Quality  

Assurance 

The testing and implementation for the service offering  transition 

is undertaken only once 

Secures 

Future Upgrade Funding 

The effort to secure funding for future infrastructure refreshes is 

already budgeted, so there is no risk of not obtaining future 

upgrade funding 

The maximum benefit of this offering is obtained by transitioning during an 

implementation or upgrade of a service offering  



Drivers for considering Managed Services are not all equal...  

 

 

 

 

 

• Factors above provide a stronger case as they are key decision triggers. 

• These factors are not mutually exclusive; most government agencies  

presently have multiple reasons to consider managed services.  

• An organization’s financial expectations generally take one of two paths 

compared to in house support. 
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When is it best to consider managed services? 

“More for about the Same” 
Reliability, Staff, SLAs, & Upgrades are the 

principle benefits being sought within a 

projected level of spend 

“Reduced TCO” 
Savings are a requirement and the 1st 

hurdle, but other benefits are also a 

consideration 



Why does AMO examine the full solution lifecycle? 

Steady State

Operations

Solution 

Analysis

Phase

Minor 

Release 

Upgrade

Initial 

Transition 

Steady State 

Operations

Steady State 

Operations

Steady State 

Operations

Minor Release 

Upgrade + 

Hardware 

Refresh

Go  Live 
3 Months 12 Months 2+ Years 5 Years 6 Years Future

AMO Service Lifecycle 

Joint business case 

development to 

determine savings & 

best solution 

Possible upgrade 

during Transition 

without added 

upfront cost 

Up to 80%+ 
reduction in 

assigned 
technical staff 

50%+ 
reduction in 

downtime 

25%+ savings 
on upgrades 
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What is cloud computing? 

Convenient, on-demand network access to a shared pool of configurable 

computing resources (e.g., networks, servers, storage, applications, and 

services) that can be rapidly provisioned and released with minimal 

management effort or service provider interaction. 
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Deployment Models Service Delivery Models 

Private 

The cloud infrastructure is operated solely for 

an organization. It may be managed by the 

organization or a third party and may exist on 

premise or off premise. 

IaaS 

Infrastructure as 

a Service 

Raw compute power and 

storage 

Public 

The cloud infrastructure is made available to 

the general public or a large industry group and 

is owned by an organization selling cloud 

services. 

PaaS 

Platform as a 

Service 

O.S. and development tools 

Community 

The cloud infrastructure is shared by several 

organizations and supports a specific 

community that has shared concerns. It may be 

managed by the organizations or a third party 

and may exist on premise or off premise. 

SaaS 

Software as a 

Service 

Remotely accessible 

applications 

Hybrid 

The cloud infrastructure is a composition of two 

or more clouds (private, community, or public) 

that remain unique entities but are bound 

together by standardized or proprietary 

technology that enables data and application 

portability. 



What are the primary ‘flavors’ of Cloud 

Computing? 
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Lower             

 

 

 

 

Control & 

Flexibility           

 

 

 

 

 

 Higher 

 

Faster 

 

 

 

 

Time to  

Market 

 

 

 

 

 

Slower 

Each Cloud derivative provides a different starting point in the development and 

deployment of one or more business applications. 

Infrastructure as a Service 
(IaaS) 

Self-provisioning of computing resources 

(e.g. hardware, storage, network) and 

often foundation software (e.g. OS/DB) to 

support customer-managed deployment 

of application software. 

 

                        The Land 

                                    & 

                                    Foundation 

Platform as a Service 
(PaaS) 

The use of a provider-managed, remotely 

accessed standardized platform  and 

tools for application development and 

subsequent deployment (generally 

embedding specialized IaaS). 

 

 

                                    Starting Plans,  

                                    Materials, &  

               Tools 

Software as a Service 
(SaaS) 

Thin-client access to business 

applications where management  is 

undertaken by the provider outside of a 

prescribed level of business configuration  

over which the customer has control. 

 

 

                                   Completed Home, 

                                    but with Finite   

                                    Options 



How did all our heads end up in the Cloud? 
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Application Service 

Provider (ASP) Model 

Widespread 

Internet Connectivity 

Self Service Service Models & Expectations Browser Access 

Mainframe LPARs 

(logical partitions) 

GRID Computing 

Technology Trends 

Architectural Complexity 

Virtualization 

Application deployment and access models in conjunction with technology  

evolution drove the manifestation of the Cloud. 



Application Architecture Progression to Cloud 

C
lo

u
d

Web VM
Web Servers

Database Server

Application Servers

Physical
Servers

Application VMs

Database Server

Virtual
Servers

Web VM

Application VMs

Database Server

Virtual Servers
in the Cloud

Web Tier

Cloud Aware 
Applications

Application Tier

Big Data
(Hadoop HCP)

Distributed DB
(Apache Cassandra, 

CouchDB, 
MongoDB)
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How should you compare public vs. private Clouds? 
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Initial Investment Negligible with respect to 

instantiating the environment 

Significant to obtain 

comparable capabilities, but 

can be undertaken on a 

phased basis 

Extensibility 
Capacity can be added on 

demand; management is the 

provider’s responsibility 

Moderate, but will require 

‘stair-step’ investments 

Versatility 

Significant as a broad range 

of environment options are 

offered given the volume-

based model 

Highly correlated to scale 

and associated funding, as 

well as organizational 

standardization 

Commitment 
Short term, generally month 

to month 

Mid-long term given the 

investment required and 

associated amortization 

Standard of Service 

One size fits all with 

penalties having limited 

correlation to 

application/business impact 

Can be tailored to the use 

and needs of the solutions 

being deployed 

Public                  Factor           Private 

Public and private Clouds each have their role and are not mutually exclusive in 

providing IaaS to government. 



How are software attributes affecting SaaS adoption? 
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Accelerated 

Cloud 

Adoption 

Independence from Core Business 

Consider growing 

government 

adoption of eMail 

as a Service… 

 
• All organizations 

have the same 

function/feature 

requirements 

 

• There are a finite 

number of integration 

points, minimizing 

upgrade risk/impact  

 

• eMail is not a core 

business of  

government; on a 

temporary basis, 

alternative channels 

of communication 

exist 

Key application characteristics are driving the pace of Cloud interest and 

particularly acceptance of SaaS. 



What can you expect from SaaS? 
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Reduced Ongoing 

Maintenance 

‘Pushed’ Upgrades 

Unit Pricing &  

Shorter Term Commitments 

Large Subscriber Base 

Less Initial Spend 
Service Standardization 

Faster Implementation 
Pre-Configuration 

Lower Cost 
Multi-tenancy 

Desired Feature Enabling Capability 

SaaS is quite viable for some applications but focus should be on the desired 

outcome and features vs. the provider’s capabilities. 
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Data and Security Considerations 

Do you know where your data is? 

• What are the implications of a Public vs. Community/Private cloud? 

• Are there regular audit requirements? 

• Did you consider disaster recovery? 

Can you prescribe how your data is handled? 

• What is physical, logical, and multitenant data management? 

• How is archive/retrieval/purge and encryption managed? 

• Are there implications on nightly cycle/interface processing? 

Can other tenants impact performance? 

• How is tenant usage insulated when the application is multitenant? 

• What is the reliance on application code and/or excess capacity? 

• Is the provider responsible for the actions of other tenants? 
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Data location and separation, as well as the model for tenant isolation, all 

need to be considered against organizational standards 

While apprehension has declined, security and data management are still  

key concerns with Cloud-based/SaaS … 



Our detailed portfolio 

CGI 

Cyber 

Security 

• Multi Level Security 

• Cross Domain Solutions 

• Program Protection Plans 
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Disaster recovery solutions 

We work with each hosted 

client to determine the best 

Disaster Recovery solution 

by jointly optimizing across 

multiple dimensions 
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About the Presenter 
 

• National Association of Chief Information 
Officers Security and Privacy Committee 
2013-2014 

• IRS Electronic Tax Administration Advisory 
Committee (ETAAC)   2012-2014  

• CIO Kansas DOR 11 Years 

• FTA/IRS State Co-Chair TAG  2005-2007 

• FTA/IRS State Co-Chair TAG Security 
Committee 2006-2008 

• MTC Technology Committee Chair  2000-
2008 

• FTA National Service and Leadership Award 
in State Tax Administration 2008 

• Kansas IT Security Council Co-Chair 2000-
2008 

• Experience with Local, State, Federal, and 
International tax agencies 

• 32 Years in Information Technology 
Development, Management, and 
Leadership in State Government  

 

 

 

   Tim Blevins 
    Executive Consultant  

    Public Sector  

    State and Local  

     

    Mobile 785-220-0701 

    tim.blevins@cgi.com 

 
    cgi.com/govcollect 
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Our commitment to you 
We approach every engagement with one 

objective in mind: to help clients succeed. 
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